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Preface 

This document is about how to deploy and set N-Reporter software in VMware ESXi, hyper V, and Proxmox VE. 

When users need to redeploy or transfer it with vMotion or Live Migration, please contact N-Partner 

TAC first in case the license failes after the process.  

  



 

 
 
 

1. Preparation 

➢ Please prepare a server; recommended specifications are as follows: 

✓ CPU: E-2334 (8M Cache Memory and 3.40 GHz) or later versions 

✓ RAM: More than 80G  

✓ HDD space: 1TB or more, according to the needs 

✓ Install VMware ESXi 6.0 or later versions 
 

➢ To reach the best performance of N-Reporter, at least 64G memory is needed.  

 

➢ Please prepare a Windows computer to manage VMware or Proxmox VE. 

 

➢ For N-Reporter VM, the recommended CPU is 3.4GHz core x8 and RAM 64GB.  

 
  



 

 
 
 

2. Download N-Reporter VMware Image 

➢ N-Reporter has multiple images. The main difference is their HDD space, and their functions are all the same. 

For example, Ncloud7_Reporter_500G.ova means that it requires 500G HDD space after installation and 

128G space for the system; that is 628G in total. Please download the applicable image as need. (Note 1) 

 

➢ N-Reporter Image (zip file) download address for VMware: (Note 2) 

https://www.npartner.com/download/vm/N-Cloud7_Reporter_500G.zip 

https://www.npartner.com/download/vm/N-Cloud7_Reporter_1T.zip 

https://www.npartner.com/download/vm/N-Cloud7_Reporter_2T.zip 

➢ N-Reporter Image (zip file) download address for Hyper-V: (Note 2) 

https://www.npartner.com/download/vm/Hyper-V/N-Cloud7_Reporter_500G.hpv.zip 

https://www.npartner.com/download/vm/Hyper-V/N-Cloud7_Reporter_1T.hpv.zip 

https://www.npartner.com/download/vm/Hyper-V/N-Cloud7_Reporter_2T.hpv.zip 

Note 1: If VMware cannot be booted up after OVF file installation, modify N-Reporter VM 

configuration file by checking “Force BIOS” or press F2 when booting up to enter BIOS. Set Hard Drive(0:0) 

as the first device to boot up. 

Note 2: The zip files above include a VMware OVA file and MD5 information file of OVA file. Please use 

compression software, such as 7-Zip, to unzip it.  

 
  

https://www.npartner.com/download/vm/N-Cloud7_Reporter_500G.zip
https://www.npartner.com/download/vm/N-Cloud7_Reporter_1T.zip
https://www.npartner.com/download/vm/N-Cloud7_Reporter_2T.zip
https://www.npartner.com/download/vm/Hyper-V/N-Cloud7_Reporter_500G.hpv.zip
https://www.npartner.com/download/vm/Hyper-V/N-Cloud7_Reporter_1T.hpv.zip
https://www.npartner.com/download/vm/Hyper-V/N-Cloud7_Reporter_2T.hpv.zip


 

 
 
 

3. Installation Process 

3.1 vSphere Web Client 

(1) Open a browser, and enter https://<VMware IP>, user name, and password. Click “Login.” 

 

(2) Click “Create/Register VM.” 

 

(3) Click “Deploy a virtual machine from an OVF or OVA file” and click “Next.” 

 
 



 

 
 
 

(4) Enter a name for the virtual machine, select a N-Reporter OVA file, and click “Next.” 

 

(5) Select a datastore, and click “Next.”  

 

 

 
 



 

 
 
 

(6) Select a mapping network and select “Thick” in “Disk provisioning” for complete storage. Click “Next.” 

(Note 3) 

 

Note 3: Please do not select “Thin” in “Disk provisioning.” When the datastore N-Reporter virtual 

machine in is full, N-Reporter will not be able to operate and will lose data.  

 

  



 

 
 
 

(7) Check the information and click “Finish” to start virtual machine deploying. 

  

 

  



 

 
 
 

(8)  After finishing, click N-Reporter virtual machine to launch virtual machine console. 

 

 
  



 

 
 
 

(9)  Log in CLI. The default account/password is npartner/npartner. 

 

(10)  Check the settings of N-Reporter. 

Reporter# show configure 

  



 

 
 
 

(11)  Change N-Reporter IP address. 

Reporter# configure terminal 

Reporter(config)# interface eth0 192.168.2.128 255.255.255.0 gw 192.168.2.253 

Reporter(config)# exit 

Reporter# show configure 

IP setting: interface [interface] [N-Reporter_IP] [subnet_mask] gw [gateway_IP] 

Please enter N-Reporter’s IP address as the red part above. 

 

  



 

 
 
 

3.2 vSphere Web Client 

Install with 3.1 vSphere Web Client is recommended. 

(1) Open VMware vSphere Client, and enter VMware IP address, user name, and password. Click “Login.” 

 

(2) Click “File→ Deploy OVF Template….” 



 

 
 
 

(3) Click “Browse...,” select the N-Reporter OVA file, and click “Next.”  

 

(4) Check the information and click “Next.”  

 



 

 
 
 

 

(5) Type in the virtual machine name and click “Next.” 

 



 

 
 
 

(6) Select a destination storage and click “Next.” 

  



 

 
 
 

(7) Select “Thick Provision Lazy Zeroed” or “Thick Provision Eager Zeroed” as the format and click “Next.” 

Select either format, and N-Reporter VM can have the space it required. (Note 3) 

Note 3: Please do not select Thin Provision as format. When the datastore N-Reporter virtual machine 

in is full, N-Reporter will not be able to operate and will lose data.  

 

  



 

 
 
 

(8) Select the network used in this template and click “Next.” 

  



 

 
 
 

(9) Check the information, check “Power on after deployment” and click “Finish” to start virtual machine 

deploying. 

 

 

  



 

 
 
 

(10)  After finishing, click N-Reporter virtual machine, and click “Launch Virtual Machine Console.” 

 
  



 

 
 
 

(11)  Log in CLI. The default account/password is npartner/npartner. 

 

(12)  Check the settings of N-Reporter. 

Reporter# show configure 

  



 

 
 
 

(13)  Change N-Reporter IP address. 

Reporter# configure terminal 

Reporter(config)# interface eth0 192.168.2.128 255.255.255.0 gw 192.168.2.253 

Reporter(config)# exit 

Reporter# show configure 

IP setting: interface [interface] [N-Reporter_IP] [subnet_mask] gw [gateway_IP] 

Please enter N-Reporter’s IP address as the red part above. 

 

 

 
  



 

 
 
 

3.3 Proxmox VE 7  
 

Please install Proxmox VE 7.0 or later versions. 

(1) Log in Proxmox VM and click “Create VM.” 

 

(2) In “General,” select the PVE node and enter VM ID and VM name; here, it’s N-Reporter. Click “Next.” 

 

 

 



 

 
 
 

 

(3) In “OS,” select “Do not use any media” and select OS type and version; here, it’s “Linux” and “6.x - 2.6 

Kernel.” Click “Next.” 

 

 



 

 
 
 

 

(4) In “System,” select a SCSI controller; here, it’s “VirtIO SCSI.” Click “Next.” 

 

 



 

 
 
 

 

(5) In “Disks,” select bus/device; here, it’s “SCSI.” Click “Next.” 

 

 



 

 
 
 

 

(6) In “CPU,” enter socket and core number. Click “Next.” 

Core number must be 8. 

 

 



 

 
 
 

 

(7) In “Memory,” enter 65536 in “Memory(MiB)” and uncheck “Ballooning Device.” Click “Next.” 

Memory must be ate least 64GiB. 

 



 

 
 
 

 

(8) In “Network,” select VM bridge and model; here, it’s Intel E1000. Click “Next.” 

Please select based on the environment. 

 



 

 
 
 

 

(9) In “Confirm,” check the deployment and click “Finish.” 

 

 

(10)  Click “N-Reporter VM,” click “Hardware,” click “Hard Disk,” and click “Detach.” 

 

 



 

 
 
 

 

(11)  Click “Yes.” 

 

 

 

(12)  Click “Unused Disk” and click “Remove.” 

 

 

 

(13)  Click “Yes.” 

 

 



 

 
 
 

 

(14)  Click “CD/DVD Drive” and click “Remove.” 

 

 

 

 

(15)  Click “Yes.” 

 

 



 

 
 
 

 

(16)  Check the hardware information of N-Reporter VM. 

 

 

(17)  Check KVM Version. 

# qemu-img --version  

 

 

(18)  Convert Disk1 vmdk file to qcow2 file. 

# qemu-img convert -f vmdk N-Cloud7_Reporter_500G_7.0.009-disk1.vmdk -O qcow2 N-Reporter-

dom.qcow2  

 

Use compression software to unzip N-Reporter OVA and upload N-Reporter disk1.vmdk and 

disk2.vmdk to Proxmox VE. 

 

(19)  Convert Disk2 vmdk file to qcow2 file. 

# qemu-img convert -f vmdk N-Cloud7_Reporter_500G_7.0.009-disk2.vmdk -O qcow2 N-Reporter-

data.qcow2 

 

 



 

 
 
 

 

(20)  Check the format of qcow2 file. 

# qemu-img info N-Reporter-dom.qcow2  

 

# qemu-img info N-Reporter-data.qcow2 

  



 

 
 
 

 

(21)  Import disk QCOW2 to N-Reporter VM. 

# qm importdisk 133 N-Reporter-dom.qcow2 local-zfs -format qcow2  

 

# qm importdisk 133 N-Reporter-data.qcow2 local-zfs -format qcow2  

qm importdisk <vmid> <source> <storage> --format qcow2 

 



 

 
 
 

 

(22)  Select “N-Reporter VM,” click “Hardware,” click “Unused Disk 0,” and click “Edit.”  

  

 

 

 

 

(23)  In “Disk,” select bus/device; here, it’s “SCSI.” Check the path of disk image and click “Add.” 

 

 



 

 
 
 

 

(24)  Select “N-Reporter VM,” click “Hardware,” click “Unused Disk 1,” and click “Edit.” 

 

 

(25)  In “Disk,” select bus/device; here, it’s “SCSI.” Check the path of disk image and click “Add.” 

 

 
  



 

 
 
 

 

(26)  Check the information of hardware. 

Disk 0(128G) is the disk for system and disk1 is the disk for data. 

 

 



 

 
 
 

(27)  Click “Options,” click “Boot Order” and click “Edit.” 

 

 

 

 

(28)  Check N-Reporter disk0 128G to move it to the top and click “OK.” 

 

 



 

 
 
 

 

(29)  Click “>_ Console” and click “Start Now.” 

 

 

 

 

 

(30)  The default CLI account/password is npartner / npartner. 

 

 



 

 
 
 

 

(31)  Check N-Reporter configuration. 

 Reporter# show configure  

 

(32)  Set N-Reporter IP address. 

 

IP setting: interface [interface] [N-Reporter_IP] [subnet_mask] gw [gateway_IP] 

Please enter N-Reporter’s IP address as the red part above. 

If license is not imported, message “Cloud not connect to server” will show up when setting IP. Please 

ignore the message. 

 

 

Reporter# configure terminal 

Reporter(config)# interface eth0 192.168.3.1 255.255.254.0 gw 192.168.3.254 

Reporter(config)# exit 

Reporter# show configure 



 

 
 
 

 

3.4 Hyper-V 2016-2022 

(1) Open “Hyper-V Manager.”  

 

(2) Click “Import Virtual Machine.” 

  



 

 
 
 

 

(3) Click “Next.” 

 
  



 

 
 
 

(4) Click “Browse” and select the folder to import. Click “Next.” 

 

  



 

 
 
 

(5) Check the virtual machine and click “Next.” 

  
 

  



 

 
 
 

(6) Select “Copy the virtual machine” and click “Next.” 

  



 

 
 
 

(7) Select folders for the virtual machine and click “Next.” 

  
 

  



 

 
 
 

(8) Select a path for the virtual hard disks and click “Next.”  

 

 

  



 

 
 
 

 

(9) Click “Finish.”  

 

 

  



 

 
 
 

(10)  Select N-Reporter VM and click “Settings.”  

 

 

  



 

 
 
 

(11)  In “Memory,” uncheck “Enable Dynamic Memory.” 

  



 

 
 
 

 

(12)  In “DVD Drive,” click “Remove” to remove the drive. Click “Apply.” 

 
  



 

 
 
 

 

(13)  In “Management vSwitch,” select whether to enable virtual LAN identification based on the environment    

and click “OK.”  

  



 

 
 
 

(14)  Select N-Reporter VM and click “Connect.” 

 

  



 

 
 
 

 

(15)  Click “Start.” 

 

  



 

 
 
 

 

(16)  Log in CLI. The default account/password is npartner/npartner. 

 

 

(17)  Check the settings of N-Reporter. 

Reporter# show configure 

  



 

 
 
 

 

(18)  Change N-Reporter IP address. 

Reporter# configure terminal 

Reporter(config)# interface eth0 192.168.3.93 255.255.254.0 gw 192.168.3.254 

Reporter(config)# exit 

Reporter# show configure 

IP setting: interface [interface] [N-Reporter_IP] [subnet_mask] gw [gateway_IP] 

Please enter N-Reporter’s IP address as the red part above. 

  



 

 
 
 

4. Updating Process 

4.1 License Update 

(1) Open a browser and enter https://<N-Reporter IP> to connect to license register page. Click “Get Machine 

Key.” 

 

(2) Download machine.dat and send it to se@npartner.com . 

Please write as the format below: 

Email format 

Subject: N-Reporter Demo License Application 

Contents: 

Organization:  

Applicant:  

Email:  

Contact number: 

Service dealer or SI firm:（Not necessary）  

Note: 

 

mailto:se@npartner.com


 

 
 
 

(3) After getting license.np, please go to https://<N-Reporter IP> again and click “Upload License.” Click 

“Browse…” to select the license.np and click “Upload” to upload license file.  

  



 

 
 
 

(4) The system will then reboot automatically. 

 
  



 

 
 
 

(5) After it reboots, connect to web login interface and log in N-Reporter backend.  

The default front end account/password is admin/admin; the default backend account/password is 

superuser/admin. 

 

(6) Check the current license status. 

 

 
 
 
 
  



 

 
 
 

 
 

4.2 Firmware Upgrade 
4.2.1 WEB 

(1) Open a browser and go to https://<N-Reporter IP>. Log in N-Reporter backend.  

The default front end account/password is admin/admin; the default backend account/password is 

superuser/admin. 

 

 

(2) Click “Upload Firmware” to upload the latest firmware. 

 



 

 
 
 

(3) Click “Browse,” select the firmware image and click “Import.” 

 

  



 

 
 
 

(4) An “Image upload” window will pop up, and the system will reboot. 

 

(5) Check the firmware version. 

 
  



 

 
 
 

4.2.2 CLI 

Connect to N-Reporter CLI with SSH tools, like Xshell or SecureCRT. Enter N-Reporter IP address and enter CLI 

account/password. The default account/password is npartner/npartner. 

SSH Client without ZMODEM sending function, such as Putty, is not supported. 

 

(1) View the current version. 

Reporter# show version 

 

(2) Upgrade system image. 

Reporter# system image upgrade 

 

(3) Confirm system image upgrade. Enter “y.” 

 

(4) Check whether the SSH Client can use ZMODEM to transfer file. If it can, enter “y.” 
 

 

(5) If users use Xshell, enter “y.” Here, the client is SecureCRT, so enter “n.” 

 

If users use Xshell, please do enter “y” to transfer file. 

 

 

 

 

  



 

 
 
 

 

 

(6) Select the firmware image, click “Add,” and click “OK.” 
 

 

 

(7) The transferring message will show. If the image is uploaded, “Verifying upload image ... OK” will show. 

 

 
 

 

(8) View the current firmware version. 

Reporter# show version 

 

(9) Check N-Reporter status. 

Reporter# system check 
  



 

 
 
 

4.3 Kernel Upgrade 

Connect to N-Reporter CLI with SSH tools, like Xshell or SecureCRT. Enter N-Reporter IP address and enter CLI 

account/password. The dafault account/password is npartner/npartner. 

SSH Client without ZMODEM sending function, such as Putty, is not supported. 

(1) View the current kernel version. 

Reporter# show version 

 

(2) Upgrade Kernel. 

Reporter# system kernel upgrade 

 

(3) Confirm Kernel upgrade. Enter “y.” 

 

(4) Check whether the SSH Client can use ZMODEM to transfer file. If it can, enter “y.” 

 

(5) If users use Xshell, enter “y.” Here, the client is SecureCRT, so enter “n.” 

 

If users use Xshell, please do enter “y” to transfer file. 

 

 

 

 

  



 

 
 
 

 

(6) Select file “np_Kernel.npz,” click “Add,” and click “OK.” 

 
 

 

(7) The transferring message will show.  

 

(8) Check if “CURRENT FILE” and “Initrd FILE” are the same. If they are, enter “y.” “Kernel Upgrade done” will 

show. 

 
  



 

 
 
 

(9) Check N-Reporter status. 

Reporter# system check 

After executing system check on 6.1.081 or later versions, if a message as the picture above shows, 

please contact N-Partner TAC. 

 

(10)  Reboot the system. 

Reporter# reboot 

 

(11)  After rebooting, view the current firmware version. 

Reporter# show version 

  



 

 
 
 

5. Activate N-Probe 

5.1 N-Probe 
Connect to N-Reporter/N-Cloud CLI with SSH tools, like Xshell, SecureCRT or Putty, and log in. The dafault 

account/password is npartner/npartner. 

(1) View configuration file. 

Reporter# show configure 

 

(2) Enter cofiguring mode. 

Reporter# configure terminal 

 

(3) Set N-Probe “on.” 

Reporter(config)# probe on 

 

(4) Export Flow to the receiving IP and port of N-Reporter. 

Reporter(config)# flow-export 192.168.2.77 9001 

Please enter N-Reporter IP address as the red part above. 

 

(5) Set Flow sampling rate; here, the system gets one sample for each packet. 

Reporter(config)# flow-sampling 1 

 

(6) Activate packet sniffering of IPv6 Flow traffic. 

Reporter(config)# flow-ipv6 on 

 

(7) Set the number of N-Probe sniffering interface; here, it’s 1. 

Reporter(config)# probe interface 1 
  



 

 
 
 

(8) Exit configuring mode. 

Reporter(config)# exit 

 

(9) View the current configuration. 

Reporter# show configure 

 

 

  



 

 
 
 

5.2 VMware ESXi Network 
5.2.1 vSphere Web Client 

(1) Log in VMware ESXi. 

Open a browser, go to https://<VMware IP>, and enter account/password. Click “Log in.” 

  



 

 
 
 

 

(2) Edit network settings. 

Click “Networking,” “Port groups,” “VM Network” and “Edit settings.” 

 

(3) Activate Promiscuous Mode. 

Unfold “Security,” select “Promiscuous Mode” and select “Accept.” Click “Save.” 

 



 

 
 
 

5.2.2 vSphere Client 

Install with 5.2.1 vSphere Web Client is recommended. 

(1) Log in VMware ESXi. 

Open “VMware vSphere Client,” enter VMware IP address, user name and password, and click “Login.” 
 

 

 

 

 

 

 

 

 

 

 



 

 
 
 

(2) Click the virtual machine. 

Click “VMware ESXi host,” “Configuration,” “Networking,” and “vSwitch: ‘Properties’.” 

 

 

 

 

 

 

 

 

 

 

 

  



 

 
 
 

 

(3) Edit network settings.  

Select “VM Network” and click “Edit.” 

 

 

 

 

 

 

 

 

 

 

 

 



 

 
 
 

(4) Activate Promiscuous Mode. 

Go to “Security,” select “Promiscuous Mode:” and select “Accept.” Click “OK.” 

 

 



 

 
 
 

5.3  KVM 

5.3.1  Proxmox VE 7 

Please install Proxmox VE 7.0 or later versions. 

(1) Select “PVE node,” click “System,” click “Network,” click “Create” and select “Linux Bridge.” 
 

 

 

(2) Enter bridge ports; here, it’s “eno2.” Enter comment; here, it’s “Port Mirror.” Click “Create.” 

Please enter bridge port based on actual environment. 



 

 
 
 

 
 

(3) Click “Apply Configuration.”  

 

 
 
 
 

(4) Click “Yes.” 
 

 
 
 
  



 

 
 
 

 

(5) Check Linux bridge status. 

 

 



 

 
 
 

(6) Go to “>_ Shell” and enter “nano /etc/network/interfaces” to modify interface. 
 

 
 
 
 

(7) Enter “bridge_ageing 0” in “iface vmbr1 .” Press “Ctrl” + “O” to save and press “Ctrl” + “X” to exit. 

Please set based on the actual environment. 

 



 

 
 
 

 
  
 
 

(8) Enter “systemctl restart networking && systemctl status networking.” 

Reset network card may affect PVE network. 

 
 

(9) Select N-Reporter VM, click “Hardware,” click “Add,” and select “Network Device.”  

 
 

 

(10)  Select mirror bridge; here, it’s “vmbr1.” Select model; here, it’s “Intel E1000.” Click “Add.” 

Please select mirror bridge based on the actual environment.



 

                     82 
 

 
 
 

 

(11)  Check hardware information of N-Reporter VM. 

 

  



 

                    83 
 

 
 
 

 

6. Troubleshooting 

6.1 End of OVA File Reached While Looking 

When deploying OVA on ESXi, if there is an error message as follows, users can apply methods in 

this chapter to deploy OVA.  

 

6.1.1 Use ESXi Web Client to Deploy OVA 

Please refer to chapter 3.1 vSphere Web Client. 
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6.1.2 Use VMware OVF Tool to Deploy OVA  

(1) Go to https://code.vmware.com/web/tool/4.3.0/ovf. 

Download “VMware Open Virtualization Format Tool (ovftool)”; here, it’s ovftool - 4.3.0 Patch 

1. 

 

 

(2) Install OVF Tool. 

Click “VMware-ovftool-4.3.0-14746126-win.x86_64.msi” and follow the steps to install. 

 

 

https://code.vmware.com/web/tool/4.3.0/ovf


 

                    85 
 

 
 
 

(3) Open “Windows PowerShell.” 

 

 

(4) Go to VMware OVF Tool folder. 

PS C:\> cd 'C:\Program Files\VMware\VMware OVF Tool\' 

 

 

(5) Enter N-Reporter OVA commands with OVF Tool. Parameter: --name is the name of the VM, --

diskMode is the disk format, and --datastore is the name of the datastore.  

Enter VMware password. 

 

 

Enter N-Reporter OVA path and name as follows. 

D:\N-Cloud7_Reporter_500G_v7.0.005.ova 

Enter VMware account and IP address as follows. 

vi://root@192.168.2.46/ 

 

 

PS C:\> .\ovftool.exe --acceptAllEulas --noSSLVerify --name=N-Reporter --diskMode=thick --

datastore=datastore1 –net D:\N-Cloud7_Reporter_500G_v7.0.005.ova vi://root@192.168.2.46/ 

mailto:root@192.168.2.46


 

                     86 
 

 
 
 

 

(6) Log in VMware ESXi, and there will be N-Reporter VM deployed with OVF Tool. 

 

 

  



 

                    87 
 

 
 
 

6.2 Larger than the Maximum Size Supported by Datastore 

https://docs.vmware.com/en/VMware-vSphere/5.5/com.vmware.vsphere.storage.doc/GUID-D01AFDA9-B04D-

4910-804B-0A1E73DA6BE4.html 

 

(1) The size exceeds the maximum amount of VMFS3. 

 

 

(2) Go to “Configuration” and click “Storage” and “Upgrade to VMFS-5….” 
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(3) Click “OK” to start upgrading. 

 

(4) Click “Rescan All” to check.  
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6.3 The OVF Package is Invalid and Cannot be Deployed 

https://kb.vmware.com/s/article/2151537 

 

(1) vSphere Client doesn’t support SHA256. 

 

 

(2) Open “Windows PowerShell.” 

 

 

(3) Go to VMware OVF Tool folder. 

PS C:\> cd 'C:\Program Files\VMware\VMware OVF Tool\' 
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(4) Set N-Reporter OVA from SHA256 to SHA1 with OVF Tool. 

PS C:\> .\ovftool.exe --shaAlgorithm=SHA1 D:\Reporter7_2T_7.0.005.ova 

D:\Reporter7_2T_7.0.005-sha1.ova 

 

Enter N-Reporter OVA path and N-Reporter OVA destination path as follows. 

D D:\Reporter7_2T_7.0.005.ova D:\Reporter7_2T_7.0.005-sha1.ova   
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